
Subject: Cyber Security Advisory – Microsoft Latest Security Updates 
(Advisory No. 21) 

 

  Recently, Microsoft has issued patches for 97x CVEs (CVE-2023-28252 to 

CVE-2023-28349). It includes one zero-day privilege escalation bug being exploited via 

ransomware attacks, 6x critical and 90x important CVEs. Few affected products include:- 

a. MS office suite 

b. MS servers 

c. MS .Net 

d. MS drivers 

e. MS defender 

2.  Administrators and users of Microsoft products are advised to update their 

devices/applications to latest patched version from Microsoft’s official support 

(www.support.microsoft.com). 

 

http://www.support.microsoft.com/

