
Subject: - Cyber Security Advisory - Google Chrome Version Update (Advisory 
No. 59)  

  
  Google has released security patch for its Chrome Browser in its latest 

software version to fix critical vulnerability CVE-2023-4863; buffer overflow in WebP 

Code Library. Google Chrome updated version 116.05845.187 for Mac and Linux 

and version 116.0.5845.187.188 is available for Windows systems. The flaw, if 

exploited, may lead to DDoS attack and Remote Code Execution (RCE) via HTML 

pages.  

2.  Above in view, Chrome users are recommended to update to the latest 

version from official stores.  

  


