
 
Subject: - Cyber Security Advisory – Juniper Releases Sep 2023 Critical Patch 

Update (Advisory No. 60)  
  
  Juniper Networks has released Critical Patch Updates for Sep, 2023. 

The update addresses five vulnerabilities i.e. CVE-2023.36844 - 202336847 and 

CVE-2023.36854 in J-Web component. These CVEs affect Junos OS (SRX firewall 

and EX switch). Consequently, an attacker can remotely exploit them to take control 

of an affected system/device. 

2.  Above in view, all Juniper product users and administrators are 

requested to apply necessary updates as per device specifications from Juniper’s 

official support (www.supportportal.juniper.net).  

  

http://www.supportportal.juniper.net/

