
Subject:- Apple MacOS Critical Vulnerability Migraine Patches Available 
(Advisory No. 40) 

 
  Apple has recently released security updates for macOS (CVE-2023-

32369; Migraine; affects OS of macOS). Non-patching of the update can be exploited 

by threat actors to bypass System Integrity Protection (SIP) and unauthorized access 

of victim devices and installation of undetectable malware. Affected products include: 

a. MacOS Ventura 
b. MacOS Monterey  
c. MacOS Big Sur 

 
2.  Users are advised to update their devices to latest version from official 

support as follows: 

a. MacOS Ventura  - Version 13.4 
b. MacOS Monterey   - Version 12.6.6 
c. MacOS Big Sur  - Version 11.7.7 

 


